SCS900 Extension Module notes — ©2009 LMTS

SONARMITE APPLICATION — SCS900

The SonarMite application software uses UDP socket messages to send data between
the SonarMite software and SCS900 via the extension module. These messages are
broadcast over the TCP/IP connection to the local machine. In most cases they are
received by a local version of the extension module but can in effect be used over a
WiFi or wired network.

Versions working with SCS900 2.0 to 2.4 use socket number 1500 default, versions
working with SCS900 2.5 or greater use socket message 1600 ...
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The socket messages assume that ...

e The Computer is configured for TCP/IP connection
e TCP/IP advanced settings are configured correctly
e Windows Firewall has been configured correctly
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TCP/IP Settings

1) Configure Network Properties for TCP/IP

L Local Area Connection Properties

General !Authentication | Advanced|

Connect using:

@ Realtek RTLE133 Family PCI Fast Bt

This connection uses the following items:

3= NwiLink NetBIOS [~]
T NWLink IF</SP/MetBI0S Compatible Transport Prot |

1} | 2 |

Transmizsion Contral Protocol/intemet Pratocal. The default
wide area netwark pratocal that provides communication

Inztall...

|
|
|
‘ Drezcription

across diverse interconnected networks.

Shaw icon in notification area when connected |
Motify me when this connection haz limited or no connectivity ‘

2) Select TCP/IP Filtering

Advanced TCP/IP Settings

IF Settings | DNS | WIS | Dptions |

Optional settings:
TCR/IP fikering

|

| Description

| TCP/IP fikering allows vou to control the type of TCPAP netwark,
| traffic that reaches your Windows computer.
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3) Either disable Filtering

TCPAP Filtering
[ nabls TER/IP Fitenng (Al adaptersk
(=) Pammit &l (=) Permit &1 () Pemit All
() Permit Only () Peimit Only ) Peimit Only
| TCF Parts | ubPPar: | | 1P Protocal: |

4) Or ensure Port enabled for SonarMite application

TCP/IP Filtering
Enable TCPAP Filtering (&) adapters]
(=) Pemit &l ) Permit &1 &) Pemt Al
) Pemit Dnly (%) Pemit Only ) Peimit Only
| TCP Pats ! UDP Parts } | 1P Protacols |
1500 ‘
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Windows Firewall

1) Create SonarMite settings using ADD PORT ...

& Windows Firewall

General | Exceptions | Advanced

Windows Firewall is blocking incoming network connections, except for the
programs and services selected below. Adding exceptions allows some programs
to work. better but might increasze your security risk.

Programs and Services:

Mame

EDAS for <P Vista
ActiveSync Application
avgamsyrexe |=
avgce.exe

aVOEM. eHe

avginet.exe

CEMGR Madule

CEMGR Module

nn

[ AddPogam . | [ AddPor. |[  Edt

Display a notification when Windows Firewall blocks a program

‘what are the risks of allowing erceptions?

2) Enter a name and Port number for SonarMite application ...

Add a Port

Use these settings to open a port through ‘windows Firewall. To find the port
nurnber and protocal, eonsult the dacumentation for the program or service you
weant to use.

Mame; |SMscs300.exe

Port number; | 1500

(O ICF (= UDP

“wihat are the risks of opening & poit?

3) Ensure the SonarMite setting is enabled ...
! Windows Firewall

General | Evceplions | Advanced

Windows Firewall is blocking incoming network. connections, except for the
programs and services selected below, Adding exceptions allows some programs
to work better but might increase your security risk.

Programs and Services:

Mame

EDS

D5

ile and Printer Sharing
Radio Modemn data control program |
[ Remate Assistance |
[ Remote Deskiop

[ UPHP Framework
WTS program
'S_FTP Pro Application

[ AddProgram.. | [ AddPat. J[  Edt. | [ Dekte

Display a natification when Windows Firewall blocks a program

what are the risks of allowing exceptions?
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